This Privacy Policy ("Policy") applies to the use of Allied Cash Advance, Check 'n Go (the "Company") online sites and any Company affiliate or subsidiary sites. This Policy describes how the Company may collect, share, and use personal information about you based on your interaction with our sites and the choices you make about how your information is collected and used.

Please read this Policy carefully. Your continued use of our sites means that you understand and consent to the terms of this Policy.

This Policy is intended to cover only our U.S. customers. If you access our online services or visit our U.S. sites, your information may be transferred or processed in the United States.

**WHAT WE COLLECT**

**Personal Information**

When you use the Company' online sites, we may collect and share your personal information that you provide via forms, applications, surveys, and other online fields. This information can include:

- Name, address, and contact information;
- Social Security number and income information;
- Payment history and employment information;
- Financial account details and account balances; or
- Information from identification documentation, such as your driver's license, passport, or utility bills.

**Non-Personal Information**

In addition to the personal information that we may collect from you, we may also automatically gather and store non-personal information about your visit including the IP address from which you access our sites; browser information; computer operating system information; the date and time you access our sites; the pages, files, and links you visit; and the web address from which you linked to our sites.

We may collect this information from the devices and networks that you use to visit our sites in order to help improve the services we provide. We may use this information to analyze trends, administer the site, track users' movements, and gather broad demographic information for aggregate use or for other business purposes.
Cookies and Other Tracking Technology

Company uses cookies and other tracking technology, to monitor website performance. These other tracking technologies may include some combination of web beacons, clear GIFs, or pixel tags. Cookies and other tracking technology allow us to collect information, such as your browser type, the time you spend on our sites, the pages you visited, your language preferences, and other anonymous visit data. We may use this information to improve the quality of our sites.

Company may also contract with third-party companies that use cookies, web beacons, clear GIFs, pixel tags, and other tracking technology for our sites' analytics and to advertise our products and services on unaffiliated websites and mobile apps. With our approval, these companies will have access to your information as needed to perform their functions, but they cannot use your information for any other purpose. These companies will not have access to information that can personally identify you.

Most web browsers are initially set up to accept cookies. Many web browsers also allow you to refuse cookies, but doing so may degrade your experience on our sites. Please see the information about "Your Choices" below.

HOW WE USE YOUR INFORMATION

The information we collect is used to increase your service and experience on our sites. We may use your information for everyday business purposes including: to process your requests, transactions, applications, and inquiries; to verify your identity; to allow access to your online accounts; to recognize you when you return to our sites; to prevent fraud and increase security of our online services; and to comply with applicable legal requirements.

We reserve the right to contact you regarding changes to this Policy or any other policies or agreements relevant to your use of our sites.

HOW WE SHARE YOUR INFORMATION

Company may share your information with our service providers, affiliates, and other third parties. Where applicable, we limit sharing your non-public personal information according to our financial privacy notice which can be found at: https://www.checkngo.com/pdf/privacy.pdf.
With regard to Social Security Numbers ("SSNs"), the Company takes all reasonable steps to protect the confidentiality of SSNs, prohibit unlawful disclosure of SSNs and limit access to SSNs.

Service Providers, Affiliates, or Joint Marketers

We may disclose certain personal and non-personal information we collect from your use of our sites to companies that perform services on our behalf, including those who assist us in processing transactions, preparing, and mailing statements (if applicable), and responding to user inquiries. In addition, we may disclose that information to service providers that perform marketing services for us and to financial institutions outside our corporate family with whom we have joint marketing agreements. We further reserve the right to share, rent, sell, or otherwise disclose the information we collect with affiliates and third parties for direct marketing purposes.

Non-Affiliated Third Parties

We may disclose certain non-personal information we collect from your use of our sites to third parties outside our corporate family ("Non-Affiliated Third Parties"). Non-Affiliated Third Parties may include financial service providers (such as banks or other lenders), nonfinancial companies (such as publishers, retailers, and direct marketers), and others. We may disclose your personal information to trusted third parties who assist us in operating our website, processing transactions, conducting our business, or servicing you, so long as these parties agree to keep this information confidential, consistent with this Policy. We may also disclose information about you to Non-Affiliated Third Parties as permitted by law, such as to comply with a subpoena, respond to inquiries from government authorities, or defend legal actions.

YOUR CHOICES

Do Not Track ("DNT")

Some web browsers have a "do not track" feature that lets you tell websites that you do not want to have your online activities tracked. Our website does not respond to web browsers' do-not-track signals.
LINKS TO OTHER WEBSITES

We may provide links to third-party websites from within our sites for your convenience.

Please be aware that we are not responsible for the privacy practices of other sites. We encourage you to be aware when leaving our sites of the privacy policies and the terms and conditions that apply when you visit other sites that may collect your information.

SECURITY

Company uses security measures consistent with industry standards to protect your information collected through our sites. These measures include technical, procedural, monitoring, and tracking safeguards to protect your information from misuse, unauthorized access or disclosure, loss, alteration, or destruction. Please keep in mind that no data transmission over the Internet is ever 100% secure, and any information that you transmit to us is done at your own risk.

CHILDREN’S PRIVACY

Company does not knowingly contact or collect personal information from children under 13 years. Company’ sites are not designed or directed to solicit information of any kind from children under 13 years.

WIRELESS OPERATOR AUTHORIZATION

You authorize your wireless operator (AT&T, Sprint, T-Mobile, US Cellular, Verizon, or any other branded wireless operator) to disclosure to Company and its third-party service providers you mobile number, name, address, email, network status, customer type, customer role, billing type, mobile device identifiers (IMSI and IMEI) and other subscriber status and device details, if available, solely to verify your identity and prevent fraud for the duration of the business relationship.

COMPLAINTS AND CORRECTIONS

If you have any questions about this Policy or if you have a complaint with regard to the use of your personal information, you may reach us at https://www.checkngo.com/contact/ or https://www.alliedcash.com/contact-us/.
The Company makes the following disclosures pursuant to the CCPA. California consumers have the right to request a disclosure of what categories and specific pieces of information were collected on them, the categories of sources from which the information was collected, the business purposes for collecting or selling the information, and the categories of third parties to whom the information was shared. If the Company sells personal information for a business purpose, California consumers have the right to request a disclosure of the categories of personal information collected on them, the categories of personal information sold, the categories of information disclosed for a business purpose, the categories of buyers of the information, and what categories of personal information were sold to which categories of buyers. California consumers have the right not to be discriminated against by a business on account of their exercise of any of these rights. The Company provides a webpage with information and a pathway for California consumers to exercise their rights under the CCPA at the following link: www.checkngo.com/ccpa-request-form.

The categories of personal information collected on California consumers in the past 12 months includes: name, address, signature, telephone number, internet protocol address, email address, account name, social security number, birthdate, education information, driver’s license or state identification information, bank information, credit information, employment-related information, employment eligibility information, internet and network information, geolocation data, character and reputation information, Office of Foreign Assets Control records, biographical and personal history information, and inferences drawn from this information. The categories of personal information of California consumers sold in the past 12 months includes: name, address, telephone number, email address, credit information, and inferences drawn from this information. The categories of personal information of California consumers disclosed for a business purpose in the past 12 months includes: name, address, signature, telephone number, internet protocol address, email address, account name, social security number, birthdate, education information, driver’s license or state identification information, bank information, credit information, employment-related information, employment eligibility information, internet and network information, geolocation data, character and reputation information, Office of Foreign Assets Control records, biographical and personal history information, and inferences drawn from this information.

California consumers have the right to opt out of the sale of their personal information. The Company provides a webpage with information and a pathway for California consumers to exercise this right to opt-out under the CCPA at the following link: www.checkngo.com/ccpa-request-form.

Note that certain information is exempt from the requirements of the CCPA, including information collected, processed, sold, or disclosed pursuant to the federal Gramm-Leach-Bliley Act, and implementing regulations, or the California Financial Information Privacy Act. These exemptions may impact the Company’s actions in response to consumers who exercise the rights set forth above. Despite any actions taken by the Company and inferences drawn from those actions, the Company reserves its rights to act in accordance with these exemptions.

**Policy Updates**

This Policy is effective as of December 2019. We will notify you of any changes to this Policy by posting a notice on our homepage. Any changes will be effective as soon as they are published on our sites.